**CARTA DE NOMEAÇÃO**

Cidade, XX de XXXXXX de XXXX.

**A/C AXA SEGUROS S.A**

Prezados,

Solicito que o atendimento da corretora XXXXXXXXXXXXXXXXXXXX, sob o código SUSEP n° XXXXXXXX, CNPJ n° XX.XXX.XXX/XXXX-XX, seja realizado pela Empresa Tota Agenciamento de Negocios LTDA., CPNJ n º 27.883.080/0001-27, para todas as linhas de produtos da AXA SEGUROS.

Não obstante ao disposto acima:

Autorizo a utilização de nome e imagem, em todo território nacional e no exterior, em todas as suas modalidades como, mas não se limitando, à difusão em “home page”, redes sociais, cartazes de qualquer natureza, divulgação em geral para fins corporativos, pelo grupo AXA (nacional ou internacional) e/ou seus representantes.

Tenho ciência do meu dever de comunicar imediatamente ao Grupo AXA qualquer alteração em meu quadro societário, endereço, fusão, cisão, incorporação ou transformação.

Declaro não possuir conflitos de interesses que possam interferir no desempenho da minha atividade e que mantenho processos para identificar, gerenciar e comunicar quaisquer conflitos de interesses que venham surgir. E que tendo ciência da Política de Zero Presentes e Entretenimento da AXA Seguros, não ofereci ou oferecerei presentes, hospitalidades ou qualquer tipo de pagamento para obter vantagem para si ou terceiros.

Declaro que conheço as regras referentes a prevenção e combate à lavagem de dinheiro, ocultação de bens e valores, corrupção e suborno, financiamento do terrorismo e assuntos correlatos, especialmente nas Leis nº 9.613/98 e nº 12.846/13, de maneira que não posso alegar desconhecimento de seus termos, no que se refere às minhas responsabilidades quanto, mas não se limitando:

1. Ao meu dever de não se envolver, prevenir e combater práticas de lavagem de dinheiro, ocultação de bens, dinheiro e valores, corrupção, e financiamento do terrorismo, respeitando as normas supramencionadas, outras legislações, bem como as normas emanadas por órgãos reguladores, comprometendo-se inclusive ao cumprimento de normas que vierem a viger;
2. À elaboração e fiel cumprimento de políticas, procedimentos e controles para prevenir, detectar e comunicar ações relacionadas ao suborno, corrupção, lavagem de dinheiro ou financiamento do terrorismo, inclusive se praticados por prepostos e/ou terceiros agindo em meu nome.

Declaro ter amplo conhecimento quanto aos objetivos tratados na Lei Geral de Proteção de Dados (“LGPD”, Lei nº 13.709/2018), e ciência quanto:

1. Tratar dados pessoais como informações confidenciais por natureza e mantê-los atualizados e acurados;
2. Assegurar que qualquer operador de dados pessoais atuando em meu nome irá cumprir com as obrigações da LGPD e normas correlatas;
3. Garantir medidas técnicas e organizacionais apropriadas para certificar um nível de segurança adequado ao risco da operação, além da adoção de proteções apropriadas ao enviar dados pessoais para o exterior;
4. Notificar os titulares de dados em caso de vazamento de dados que resultar em alto risco de dano aos seus direitos e liberdades;
5. Responsabilizar-me a indenizar seu titular de dados e/ou terceiros que eventualmente tiverem prejuízo patrimonial, moral, individual ou coletivo, em violação à LGPD, por minha culpa ou dolo, em razão do exercício de atividade de tratamento de dados pessoais;

Declaro e tenho ciência que irei responder civil e criminalmente, na forma da legislação vigente, pelos danos ou prejuízos, pessoais ou materiais, por culpa ou dolo comprovados, causados à AXA ou a terceiros, por si ou seus prepostos, quando da execução dos meus serviços.

Declaro e me obrigo, inclusive em nome de meus prepostos, a manter o mais completo e absoluto sigilo sobre todos e quaisquer arquivos, informações, dados, que direta ou indiretamente forem levados ao meu conhecimento pela AXA, comprometendo-se a usar as informações confidenciais apenas para a consecução dos meus serviços.

Declaro e asseguro que:

1. Não pratico quaisquer atos de discriminação (seja em razão do sexo, orientação sexual, afinidades políticas, religião, necessidades especiais, etc.), não apenas na execução das obrigações aqui pactuadas, mas também, dentro do local de trabalho, assegurando um ambiente saudável e livre de preconceito.
2. Não utilizo ou aceito que meus fornecedores e subcontratados façam o uso do trabalho infantil (menores de 15 anos de idade) ou do trabalho forçado.

Declaro que entendo que o Grupo AXA aposta todos os esforços para manter a AXA segura, protegida e resiliente, antecipando-se as ameaças e eventos perturbadores e garantindo a proteção adequada de clientes, pessoas, acionistas, marca e operações críticas, sejam estas gerenciadas diretamente pela AXA ou por terceiros em nome da AXA.

Declaro e entendo que a segurança dos dados dos clientes da AXA depende não só dos esforços da própria AXA, mas também, no que concerne aos clientes comuns a ambas as partes, do meu próprio esforço.

Por conseguinte, declaro ter ciência e me comprometo a assegurar a efetividade da segurança dos dados de clientes que processo e armazeno e a aplicar os investimentos necessários para assegurar o alcance desse objetivo, não se limitando, mas principalmente nas seguintes áreas:

* 1. Gestão dos ativos informáticos: inventário dos ativos físicos e dos ativos informacionais, que tipicamente devem ter um responsável que classificará o ativo, e validará que lhe são aplicados os meios de proteção adequados de acordo com a classificação;
	2. Gestão de acessos: os sistemas informáticos, a rede, as aplicações e os dados devem estar protegidos de tal forma que o acesso seja restrito a quem precisa para as suas funções. Esses acessos não mais necessários devem ser revogados;
	3. Tecnologia e sistemas informáticos: só devem ser utilizados sistemas legítimos, licenciados e atualizados (por exemplo: atualizações de Microsoft Windows e Microsoft Office aplicadas com regularidade);
	4. Gestão de incidentes: profissionais competentes devem ser envolvidos em caso de incidente de segurança para rapidamente responder ao incidente e para identificar as causas e definir planos de ação de mitigação do risco; e
	5. Gestão de treinamentos: Empregados e contratados devem ser instruídos e treinados sobre segurança da informação para entenderem que o seu comportamento é fundamental para a segurança da empresa. Declaro e me comprometo a utilizar de forma legítima e adequada os recursos e meios informáticos que a AXA colocar à minha disposição, e especialmente, mas não se limitando, assegurar que eu e meus funcionários protegem as sessões de trabalho para que outros não tenham acesso indevido, não partilham credenciais de acesso, protegem as credenciais de acesso para que não sejam usadas indevidamente).

Por fim, declaro e me comprometo a informar imediatamente a AXA sobre qualquer incidente de segurança, tais como:

1. Vazamento de dados ou acessos não autorizados a sistemas ou aplicações que potencialmente envolvam os clientes de ambas as partes; e
2. Acessos indevidos aos meios e recursos informáticos disponibilizados pela AXA.

Por esta ser a expressão de minha vontade declaro que são verdadeiras as informações ora prestadas, bem como autorizo o uso acima descrito sem que nada seja reclamado a qualquer título.

 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 XXXXXXXXXXXXXXXXXXXXX